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Abstract— This paper presents a novel method to infer
trustiness in social networks entitled T-SWEETS. It is also
presents its application at Konnen, a knowledge management
platform on social networks based. The features explored in T-
SWEETS come from research done on related works from the
literature and from an experiment development with a group
of 34 people. T-SWEETS have been main purpose to act as an
incentive to collaboration in social networks and, therefore,
naturally increase the frequency of knowledge dissemination
among the users. Thus, it provides background to others
automated systems (e.g. recommender systems) and, therefore,
the knowledge produced by these users can be explored more
efficiently.
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Resumo— Este trabalho apresenta o algoritmo T-SWEETS,
um novo método para inferéncia de confianca em redes sociais,
e a sua implantacio em uma plataforma de gestio de
conhecimento baseada em redes sociais web intitulada Konnen.
As caracteristicas exploradas no T-SWEETS advém de
pesquisas realizadas em trabalhos relacionados na literatura e
na realiza¢do de um experimento com um grupo de 34 pessoas.
T-SWEETS tem como principal propésito atuar como um
estimulo a colaboracio em plataformas sociais e assim,
naturalmente, fazer com que os usudrios proliferem seus
conhecimentos com maior frequéncia desta forma,
oferecendo subsidios a outros mecanismos automatizados,
como sistemas de recomendacdo, que possam explorar com
maior eficiéncia os conhecimentos destes usuarios.

Palavras-Chave: Redes

colaboracgdo

Sociais, Confianga, algoritmo,

I.  INTRODUCAO

Confianga é um fendmeno comum que estd presente na
sociedade desde que ela existe [1]. Este fenomeno oferece
subsidios para apoiar constantemente a sociedade nas
tomadas de decisdes, que vdo desde as mais triviais, como
atender a recomendagdo de um amigo a respeito de um livro
de ficgdo, até as mais complexas, como atender ao conselho
de um especialista de financas sobre investimentos em bolsa
de valores.Com a evolugido da sociedade e da tecnologia,
principalmente, no que concerne ao contexto computacional,
diversas pesquisas nesta area vém surgindo. Estes estudos
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tém como objetivo, dentre outros, entender como confianga,
um dos principios da sociedade, pode ser mapeada e
representada em ambientes computacionais. Estes ambientes
devem possuir elementos que permitam a identificacdo de
caracteristicas que possam ser utilizadas no processo
automatizado de inferéncia de confianga, por exemplo, as
relagdes sociais das pessoas e o contexto em que estdo
inseridas.

Ambientes virtuais baseados em redes sociais, por
representarem a estrutura béasica da sociedade, através das
pessoas e seus relacionamentos [2], sdo ambientes propicios
a exploracdo de andlise de confianga, pois fornecem
indicadores que podem ser explorados na referida andlise. A
estrutura de redes sociais pode ser mapeada em um grafo, em
que os nds podem representar as pessoas e as arestas
representam os relacionamentos entre estas pessoas. Uma
aresta pode possuir rotulos que caracterizam explicitamente a
natureza dos relacionamentos, por exemplo, rotulos de
amizade ou de parceria profissional. Estes relacionamentos
podem ser uni ou bidirecionais, por exemplo: a) unilateral:
enquanto A explicita que é colega de trabalho de B, o
segundo ndo confirma este relacionamento; e b) bilateral: se
uma pessoa A ¢é colega de trabalho de B, entio, como
consequéncia, B também sera colega de trabalho de A.

As redes sociais proporcionam um ambiente informal e
livre, em que as pessoas colaboram, de forma ad hoc, através
de interagdes sem nenhum planejamento — o que, segundo
[3], ¢ um facilitador na troca de experiéncia entre as pessoas.
Este ¢ um dos argumentos que pode justificar os interesses
das organizagdes em prover ambientes desta natureza como
alternativa para a gestdo interna de conhecimento, conforme
os trabalhos desenvolvidos por [4], [5], [6] e [7]. Nestas
organizagdes, prover uma ferramenta que possa atuar como
incentivador a colaboragdo, é essencial para aumentar as
potencialidades de explora¢do do capital intelectual. Por
exemplo, isto é conseguido ao se aproximarem pessoas que
possuam conhecimentos similares ou que confiam umas nas
outras para solucionarem um problema.

Em decorréncia da estrutura proveniente das redes
sociais, é natural que uma pessoa ndo tenha contato direto
com potenciais colaboradores, que podem ser importantes
para compartilhar experiéncias, porém, pode possuir contato
com alguma pessoa de confianca que eventualmente venha a
ter contato com este potencial colaborador. Neste sentido,
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podem ser exploradas informa¢des advindas deste caminho
de relacionamentos para a descoberta de relacionamentos
ocultos de confianca.

Como alternativa para identificar automaticamente
relacionamentos ocultos de confianga, e assim, naturalmente,
proporcionar troca de ideias, socializag¢@o, colaboracdo e o
compartilhamento de recursos em prol de alcangarem um
determinado objetivo, existem na literatura diversos
trabalhos voltados para este contexto, por exemplo, os
trabalhos apresentados em [14][17][18].

Neste sentido, o presente trabalho tem como objetivo, a
partir dos estudos realizados nos trabalhos supracitados e de
uma pesquisa realizada junto a um conjunto de pessoas,
identificar ¢ mapear potenciais elementos que podem ser
explorados para aumentar a qualidade do processo de
identificacdo automatica destes relacionamentos ocultos de
confianga e, como consequéncia, apresentar um algoritmo de
inferéncia de confianga que se proponha a realizar a
inferéncia de forma mais eficiente.

O presente trabalho esta organizado da seguinte forma:
secdo 2 apresenta peculiaridades inerentes ao conceito de
“confian¢a”; se¢do 3 apresenta os trabalhos relacionados;
secdo 4 apresenta os resultados do experimento
desenvolvido; se¢@o 5 apresenta o novo algoritmo, intitulado
T-SWEETS; se¢do 6 faz um paralelo entre as caracteristicas
dos trabalhos relacionados e¢ o T-SWEETS; secdo 7
apresenta o ambiente em que o T-SWEETS foi implantado e,
por fim, na se¢do 8 sdo apresentadas as considerag¢des finais.

1L

“Confianga” é um conceito que sustenta a sociedade e diz
0 qudo confidvel ¢ uma entidade (ex.: pessoa ou um agente)
em relagdo a outra. O estudo de confianga ¢ explorado em
diferentes areas como, por exemplo, Psicologia [8][9],
Sociologia [10], Filosofia [11] e Computagéo [12].

Um dos trabalhos pioneiros sobre “confianga” no
contexto da Computagdo ¢ o desenvolvido por Marsh [13],
no qual foram realizados estudos sobre o conceito em
diferentes 4areas, como sociologia, com o intuito de
formalizar o conceito de “confianga” em ambientes
computacionais, baseados em agentes que interagem entre si,
mantém um historico de informagdes e observam
comportamentos. Diante destes estudos, Marsh concebeu um
modelo para aplicacdo em sistemas de Inteligéncia Artificial,
para auxiliar agentes inteligentes a “raciocinarem” em
situagdes de incerteza. Para a avaliacdo do modelo proposto,
foi criada uma situagdo, fundamentando-se no “Dilema dos
Prisioneiros”, em que alguns agentes poderiam interagir
ciclicamente.

Outro trabalho de referéncia, desenvolvido por Golbeck
[14], explora o conceito de “confianca” aliado as redes
sociais ¢ ¢ baseado na definigdo dada por Deutsch [15] de
que “confianga ¢ a aposta sobre futuras agdes de outras
pessoas”. Assim, s3o considerados dois principais
componentes para a defini¢do: crenca e compromisso. A
crenga porque representa a visdo de uma pessoa sobre
determinadas ag¢des de outra pessoa considerada confiavel; e
0 compromisso, porque representa o nivel de
comprometimento de uma pessoa em realizar uma
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determinada ag#o. O trabalho desenvolvido por Golbeck [14]
sera explorado com mais detalhes nas se¢des 2, 3 e 6, ja que
um dos propositos do presente trabalho ¢ a aplicagdo do
conceito de “confianga” em ambientes computacionais
baseados na teoria das redes sociais.

Os estudos ¢ as defini¢gdes de “confianca” disponiveis na
literatura oferecem subsidios para que algumas propriedades
deste termo possam ser definidas. Estas propriedades devem
representar explicitamente elementos aos quais os usuarios
estdo acostumados em suas vidas sociais (ex.: nivel de
relacionamento) e devem ser bem definidas e claras de forma
que possam ser utilizadas em ambientes computacionais.

No ambito computacional, para a aplicagdo em redes
sociais, Golbeck [14] define algumas propriedades de
“confianga”: transitividade, que esta diretamente relacionada
ao item II supracitado, j& que considera o contexto social das
pessoas; agregabilidade, também relacionada ao item II; e
assimetria, relacionada ao item I. A transitividade representa
a possibilidade de transferir a confianga de pessoa a pessoa.
A agregabilidade representa a condicdo que define se uma
pessoa procurard informagdes adicionais para decidir se
confia ou ndo em outra pessoa. Ja a assimetria, indica que o
nivel de confianca de uma pessoa em relagdo a outra ¢
unilateral, isto €, a confianga de uma pessoa A em relacdo a
B ¢ diferente da confianca de uma pessoa B em relagdo a A.

Considerando as peculiaridades supracitadas,, existem na
literatura alguns algoritmos que realizam a inferéncia de
confiana.. Neste sentido, a se¢@o 3 apresenta alguns trabalhos
disponiveis na literatura com o referido proposito.

III. TRABALHOS RELACIONADOS

TidalTrust [14] € um dos algoritmos precursores de uma
séric de trabalhos que exploram a estrutura dos
relacionamentos das redes sociais para inferéncia de
confianga, porém recebe diversas criticas pelos
pesquisadores pela perda de informagdes, pois realiza uma
rotina de seleg¢do de fontes de informagdo (i. e. nds) na rede,
antes da analise de confianga. Como evolugio do TidalTrust
foi desenvolvido o SUNNY [17][18] que, além da estrutura
dos relacionamentos, também considera avaliagdes dos
usuarios sobre determinados contetidos (como textos e fotos)
para auxiliar na inferéncia de confianga. Alguns trabalhos
similares ao TidalTrust e SUNNY sdo [19][20].

Para sanar o problema da perda de informag¢des dos
algoritmos previamente apresentados, ha o algoritmo
FlowTrust [21] que, para inferir confianca, utiliza todas as
informagdes de relacionamentos disponiveis na rede social.
Este algoritmo, além de ndo perder informagdes, aplica o
conceito de multidimensionalidade, isto é, explora mais de
um elemento (nivel de confianca e nivel confidéncia) para
inferir confianga. No entanto, as informac¢des exploradas
pelo FlowTrust (dados de relacionamentos na rede social)
estdo todas relacionadas ao mesmo conceito e ainda sdo
necessarias informagdes de outras fontes (ex.: como dados
sobre contetidos e contextos) para aumentar a eficiéncia na
identifica¢do do fato de um usudrio ser realmente confiavel.
Outros algoritmos que exploram informagdes disponiveis em
toda a rede sdo RelTrust [22] e CircuitTrust [23].



Um algoritmo que explora informag¢des dos documentos
e contetdos publicados pelos usudrios em um ambiente
colaborativo ¢ o apresentado por Mamami [24]. Este
algoritmo considera informagdes sobre a quantidade e
qualidade dos conteudos postados pelos usuarios do dominio
social.

O estudo dos algoritmos supracitados foi fundamental
para que houvesse um embasamento dos elementos que sdo
explorados para a inferéncia de confianca em ambientes
sociais. A partir disso, percebeu-se que alguns elementos
ainda poderiam ser explorados com abordagens diferentes
das existentes para tornar mais eficiente a inferéncia de
confianga dos usudrios nestes ambientes. Além disso,
diversos elementos poderiam ser combinados, inclusive, os
elementos ja utilizados em outros trabalhos, para formalizar
um novo algoritmo de inferéncia de confianga. Estes
elementos sdo apresentados na se¢do 4, além do resultado de
uma pesquisa realizada com um conjunto de pessoas com o
intuito de valida-los.

Iv.

Antes da formalizagdo do algoritmo de inferéncia de
confianga, foi desenvolvido um trabalho de pesquisa de
campojunto a um conjunto de pessoas para definir e medir
alguns elementos que poderiam ser explorados no processo
de inferéncia de confiancga. Isto foi realizado com o objetivo
de se entender como as pessoas consideram o conceito de
“confianga” (por exemplo, antes de buscar ajuda de outra
pessoa a respeito de uma questdo ou de um problema) e a
importancia deste conceito em ambientes colaborativos, isto
¢, se a confianga pode ser um dos pré-requisitos ao incentivo
a colaborag@o.

A pesquisa, cujas caracteristicas sdo demonstradas a
seguir, foi submetida a um universo de 50 pessoas, das quais
34 responderam. As pessoas selecionadas para a pesquisa
foram de diferentes areas do conhecimento e que trabalham
cotidianamente com computador.

Alguns dos questionamentos foram direcionados para
que critérios as pessoas costumam considerar ao buscar
ajuda de outra pessoa. Como resultado, foram obtidas as
seguintes respostas: 44,12% das pessoas costumam
prioritariamente buscar ajuda com seus amigos, destes, 40%
costumam buscar ajuda com um amigo de um amigo e 60%
procuram por ajuda com um colega de trabalho. Ja 32,35%

costumam prioritariamente buscar ajuda com um
colega de trabalho, e os amigos ficam para um segundo
plano. Os resultados obtidos sdo compreensiveis, uma vez
que ¢é natural as pessoas procurarem ajuda em seu contexto
de convivio (pessoas no local de trabalho),. Outra tendéncia
¢ que as pessoas ajudem, com maior frequéncia, outras
pessoas com as quais possuem maior afinidade, confianga ou
que estejam em uma hierarquia superior, por exemplo, um
chefe (foi o que 76,47% dos entrevistados responderam).

Esta pesquisa identificou também o quanto as pessoas
que possuem conhecimentos similares tendem a ter maior
confianga umas nas outras o que, naturalmente, é um fator de
estimulo a colaboragdo — foi o que 88,24% dos entrevistados
responderam.
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A reputagdo foi outro elemento importante considerado
na pesquisa, o que determina o quanto uma pessoa ¢
confidvel perante um grupo de pessoas: 70,59% dos
entrevistados a consideram ao decidir se confiam ou nio em
uma pessoa. Além disso, o nivel de conhecimento, que tem
relagdo direta com a qualidade dos conteudos produzidos
pelas pessoas, também foi outro quesito questionado na
entrevista: 91,18% afirmaram tal assertiva.

Além do entendimento dos trabalhos relacionados, esta
pesquisa foi fundamental para auxiliar na defini¢do de alguns
critérios a serem considerados na defini¢do de um algoritmo
que infira confianca dos wusuarios em um ambiente
colaborativo baseado em redes sociais — este algoritmo,
intitulado T-SWEETS ¢ apresentado na segdo 5.

V. T-SWEETS

T-SWEETS ¢ um algoritmo de inferéncia de confianga
para redes sociais, que explora: os relacionamentos diretos e
indiretos entre as pessoas; 0 agrupamento entre pessoas;
pessoas que compartilham  (possuem) opinides e
conhecimentos similares, além da qualidade do contetdo
produzido pelas pessoas que compdem a rede.

A defini¢do destes elementos foi fundamentada na
pesquisa apresentada na secdo 4, que validou as seguintes
hipéteses: H1: pessoas relacionadas ao mesmo contexto
tendem a possuirem maior nivel de confianga uns nos outros;
H2: usuarios tendem a confiar em usudrios que seus amigos
de confian¢a confiam; H3: usudrios que produzem conteudos
relevantes sdo mais confiaveis; e H4: usuarios confidveis
possuem boas reputagdes.

Assim, os seguintes elementos sdo explorados no
algoritmo T-SWEETS: compatibilidade entre usuarios,
transitividade de confianc¢a, nivel de maturidade e reputagéo:
compatibilidade entre usudrios: este elemento
possui relagdo direta com HI1, uma vez que
usudrios relacionados ao mesmo contexto
tendem a ser mais confidveis, e ¢ medida a partir
da avaliagdo de semelhangas entre dois usuarios
esta semelhanca ¢ determinada por
informagdes comuns relacionadas aos usuarios
(ex.: tags e conteidos), baseando-se no contexto
no qual estdo inseridos (ex.: um grupo de
pessoas ou comunidade). Assim, estima-se a
probabilidade de haver a colaboragdo entre os
usuarios;
transitividade de confianga: na sociedade, ¢
natural que as pessoas procurem por ajuda entre
seus amigos (conforme H2). Entretanto,
ocorrem situagdes em que 0s amigos ndo podem
ajudar, nestes casos hd a possibilidade de
indicagdo de alguma pessoa de confianga que
possa ajudar. Em ambientes virtuais sociais, a
transitividade de  confianga pode  ser
representada, uma vez que hé a possibilidade de
as pessoas indicarem pessoas de confianga pra
outros usuarios;
nivel de maturidade: usudrios que produzem
conhecimentos relevantes as pessoas que oS



rodeiam e aos grupos que participam, tendem a
ser mais confiaveis que os usudrios que ndo
produzem conhecimento de qualidade (de
acordo com H3). Para identificar o qudo
relevantes s3o os conhecimentos produzidos
pelos usuarios, podem ser analisadas as
avaliagbes de outros usuarios sobre estes
conhecimentos. Assim, mede-se a maturidade
de conhecimento dos usuarios. Quanto maior o
nivel de maturidade dos conhecimentos
produzidos pelos usuarios, mais confidveis sdo
suas producdes e, consequentemente, mais
confiavel ¢ o autor;

e reputagdo: as pessoas tendem a possuir maior
confianga em pessoas que possuem boa
reputagdo. Da mesma forma, tendem a possuir
menor confianga em pessoas que possuem
reputagdo ruim (H4). A reputagio no T-
SWEETS ¢ inferida a partir das atribui¢cdes de
confianga que os usuarios recebem dos sues
relacionamentos.

As sec¢des 5.1, 0, 5.3 e 5.4 apresentam como os elementos
supracitados sdo calculados no T-SWEETS.

A. Compatibilidade entre usudrios

Compatibilidade entre usuarios ¢ uma métrica (ou
elemento do T-SWEETS) que mensura a semelhanga das
acdes de dois usuarios na rede social. Para calcula-la, sdo
considerados todos os contetidos postados pelos usudrios,
bem como as avaliagdes realizadas por estes usudrios, na
rede social. A compatibilidade entre um dois usudrios, a e b
é medida como:

A correlagdo entre as publicagdes e
avaliacdes dos usuarios a e b.

A partir desta defini¢do, uma expressdo matematica pode
ser formalizada.

Seja e(a,i) a avaliagdo do usuario a ao contetido i e, além
disso, seja E(a) o conjunto de conteudos avaliados pelo
usuario a na rede social. Nestas condi¢des, pode-se avaliar a
similaridade das avaliagdes dos usudrios, processo
representado na Figura 1A, pela Equacao 1.

Evicstmnsine(@,i) — e(@)(e(b,i) - e(B))
‘jzviszu_mufumli’(ﬂ.ﬂ —e(a)? ‘J‘Izv'isi(a)'\fwba(?(h-” —e(b))?

pE(a,b) =

Equacgdo 1 — Coeficiente de correlagdo de Pearson aplicado ao conjunto de
notas atribuidas a documentos em comum por dois usuérios A e B.

A Equag@o 1 utiliza o Coeficiente de Correlacdo de
Pearson para medir o qudo relacionadas estdo as avaliacdes
realizadas pelos dois usudrios. A notag¢do (e(a) ) indica a
média de todas as avaliagdes realizadas pelo usudrio a que
pertencem ao conjunto E(a) N E(b).

Para identificar os conhecimentos similares produzidos
pelos usuérios € utilizado o algébrico intitulado Modelo
Espago Vetorial [26], para a representagdo destes
conhecimentos e, assim, oferecer subsidios a analise de
similaridade. Alguns algoritmos para analise de similaridade
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podem ser utilizados, por exemplo, Coseno e Jaccard. No T-
SWEETS foi adotado o Coseno. A Equagdo 2 apresenta a
expressdo matematica para andlise de similaridade.

Yvke K(a)nK(b) f(k,a) = f(k,b)

sK(a,b) =
JEVkeg(a)f(k,a)Z* JszeK(b)f(k,b)Z

Equacg@o 2 — Calculo da similaridade entre os termos extraidos dos
contetidos publicados pelos usuérios A e B.

Na Equagdo 2 K(a) e K(b) representam, respectivamente,
o conjunto de termos extraidos dos conteudos produzidos
pelos usuarios a e b. Além disso, f(k, u) significa a
frequéncia, ou peso, do termo k em relagdo ao usudrio u. A
Equag@o 2 deriva da equagdo de produto escalar em espagos
Euclidianos — espacos planos, que ndo sdo concavos nem
convexos. O grau de similaridade varia entre 0 ¢ 1 e esta
diretamente relacionado a similaridade dos perfis dos
usuarios (conhecimentos similares). Assim, quanto maior for
0 grau, maior serd esta similaridade.

O produto dos dois valores obtidos nas Equagdo 1 e 2
representa a correlagdo das opinides e conhecimento dos
usudrios, Equagédo 3

Corrla.b) = pEla, b) = sK(a. k)

Equagdo 3 — Correlac@o de opinides dos usuarios A e B.

B.  Transitividade de Confian¢a

A confianca entre as pessoas é um fenomeno que pode
ser transitivo, ja que as pessoas podem procurar informagdes
a respeito das outras para obter parametros que possam ser
utilizados no auxilio a identificacdo do fato de uma pessoa
ser ou nao confiavel.

Contudo, confianga ndo é um fendmeno totalmente
transitivo, isto €, nem toda confian¢a de uma pessoa pode ser
transferida a outra. A Transitividade de Confianca pode ser
representada pela formula a seguir:

T(x,v), caso exstaum valoratribuido diretmente

(P €]
Equacgao 4: Calculo da Transitividade de Confianca

, B Ccaso contrario

Na Equacdo 4, a formula para o valor de confianca pode
variar de acordo com a seguinte situa¢@o: caso o usuario X ja
tenha atribuido um valor de confianga ao usudrio y, entdo
este sera o valor de confianga de x a y (T(x,y)), caso
contrario ¢ utilizada a férmula apresentada na Equacdo 4 —
segunda parte. Nesta formula, P(x,y) é o conjunto de todos
os caminhos p que podem ser estabelecidos entre os usuario
X e y na representagdo de grafo da rede social, com |P(x,y)|
sendo o niimero de elementos deste conjunto. Cada elemento
deste conjunto ¢ um par (u,v), que representa cada aresta, e
as informagdes de confianga relacionadas a ela, que liga os
usudrio u e v em um caminho p.

C. Nivel de Maturidade

Um dos indicadores de confiabilidade dos usuarios ¢ a
qualidade dos contetdos por eles produzidos. Esta qualidade
reflete a maturidade dos conhecimentos de seu autor, o que



fornece pardmetros para medir o quio confidveis sdo seus
conhecimentos produzidos.

No T-SWEETS, a qualidade das produg¢des dos autores é
inferida a partir do conjunto de avali¢des realizadas por
outros usudrios aos contedos dos respectivos autores.
Conteudos que recebem avaliagdes positivas devem possuir
melhor qualidade, além disso, quanto maior o numero de
avaliagdes recebidas por um conteiido maior ¢ a precisdo da
avaliagdo da qualidade deste contetido.

As avaliagdes de cada usudrio em cada conteudo,

denotadas por e(w () , serdo utilizadas para calcular a
qualidade destes conteudos e, consequentemente, o nivel de
maturidade do autor destes contetdos. Assim, o nivel de
maturidade de um usuario a pode ser calculado,
genericamente, com a Equagéo 5

ZViEE(a) e(’i)
ZViEE(G.) |6(1)|

Equagdo 5: Calculo do nivel de maturidade de um usuario a.

M(a) =

A Equagdo 5 consiste em uma média ponderada das
avaliagdes recebidas pelos conteudos produzidos por um
usudrio a e o peso de cada parcela da média € a quantidade
de avaliagdes ao contetido que originou a parcela. Na

Equagdo 5, Efa) ¢ o conjunto de conteudos i produzidos
pelo usudrio a. Além disso, eld ¢ o conjunto de avaliagdes
recebidas pelo i-ésimo conteido, em que e é a
quantidade de avaliacdes e e() 3 média dos valores de
avaliagdo recebidos por este contetido.

D. Reputagdo

A reputagdo considera o quanto uma pessoa ¢
considerada confidvel perante uma visdo geral de um
universo de pessoas. Assim, possui influéncia direta na
confianga entre as pessoas, pois as pessoas que possuem
acdes e opinides mais confidveis tendem a possuir maior
nivel de reputagdo. No ambito social virtual, normalmente, ¢
considerada a visdo de todos os membros da rede para
determinar o grau de reputagdo de um membro, porém, esta
abordagem tem um custo computacional alto. Para evitar este
problema, o T-SWEETS néo considera todos os membros da
rede, permitindo a possibilidade de definir o tamanho da
distancia social d de um usuario alvo aos demais usuarios da
rede. O tamanho d ideal - que ndo comprometa o
desempenho do algoritmo - ainda ndo foi definido, pois deve
ser realizado um conjunto de experimentos para a referida
definigo.

No T-SWEETS a reputa¢do do usudrio ¢ determinada a
partir das confiangas atribuidas aos relacionamentos diretos
dos usuarios. Assim, os valores de T(G, A) e T(G, E), ndo
irdo influenciar na reputagdo do usudrio a. Diante destas
condigdes apresentadas, o calculo de reputagdo pode ser
realizado pela Equagéo 6.

lﬂr weadj;(a) T(“J a'j
Ria) = -
ladj{a) |

Equagdo 6: Calculo do valor de reputagdo de um usuario a.
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A Equagdo 6 consiste em uma média aritmética dos
valores de confianga atribuidos diretamente ao usuario a. O
conjunto adj, (@) contém os usudrios que realizaram as
atribuigdes de confianga a a, sendo que ladj,|(al] ¢ a
quantidade de usudrios neste conjunto. A notagio T'{u. &) é o
valor de confianga do usuario # em relagdo a a, como
apresentado nas se¢des anteriores. Conforme definida, a
distancia social maxima do algoritmo por padrio € unitaria,
no entanto este valor pode variar. Na Equacdo 6 esta
distancia é representada pelo indice do conjunto adj, (a) .

E. Inferencia de Confianca

As medidas apresentadas anteriormente, nas Erro! Fonte de
referéncia nio encontrada., Erro! Fonte de referéncia
nio encontrada., Erro! Fonte de referéncia nio
encontrada. ¢ Erro! Fonte de referéncia ndo
encontrada., devem ser ponderadas para se obter valor de
confianga entre dois usuarios. Neste sentido, a Equagdo 7
apresenta a maneira como as caracteristicas do T-SWEETS
estdo relacionadas no algoritmo.

a(Corr(a b))+ g(rlab)) +y(Mib))+ G(R(EY

at+f+y+d
Equagdo 7: Inferéncia de confianga entre dois usudrios a e b.

Clab) =

Na Equag¢do 7 os valores obtidos em cada uma das
caracteristicas do T-SWEETS (Compatibilidade entre
Usuarios, Transitividade de Confianga, Nivel de Maturidade
e Reputacdo) sdo utilizados em uma média ponderada para
inferir o quao um usudrio a confia em um usuario b. Os

valores @ B. ¥ &6 determinam a importancia de cada um
dos elementos considerados na inferéncia de confianga. A
importancia de cada elemento possui dependéncia direta com
o contexto em que o algoritmo T-SWEETS for implantado.
Neste trabalho, assumiram-se pesos iguais para cada um dos
elementos, uma vez que ainda nio foi realizado um estudo
mais aprofundado para mensurar a importancia de cada um
destes elementos.

VI. CONSIDERACOES FINAIS

O presente trabalho apresentou os resultados de uma
pesquisa na literatura em trabalhos de inferéncia de
confianga para ambientes virtuais baseados em redes sociais;
a identificacdo das caracteristicas exploradas nestes
ambientes; a realizagdo de um experimento junto a um grupo
de pessoas para identificar elementos potenciais na
exploragdo de inferéncia de confiangca e, partir deste
embasamento, apresentou um novo algoritmo para inferéncia
de confianca, intitulado T-SWEETS, e a sua implantacdo em
uma plataforma para gestdo de conhecimento, Konnen.

T-SWEETS infere confianca explorando: o conceito de
transitividade de confianga, que ¢ determinada a partir dos
conceitos de Agrebabilidade e Assimetria; usuarios com
perfis e opinides semelhantes, ja que admite que estas
semelhancgas contribuem para que os usuarios possuam nivel
de confianca maior um no outro; a qualidade dos
conhecimentos produzidos pelos usuarios no ambiente; além
da reputacdo de uma pessoa em relagdo a um grupo de



pessoas, uma vez que pessoas com uma reputacdo maior
tendem a ser mais confidveis.

T-SWEETS foi projetado, desenvolvido e implantado na
plataforma de gestdo de conhecimento Konnen como
alternativa ao estimulo a colaboragdo entre os individuos, ja
que confianga ¢, naturalmente, uma premissa necessaria,
presente na sociedade, para que haja a colaboragdo entre
pessoas. De acordo om Yamagishi Erro! Fonte de
referéncia nio encontrada.Erro! Fonte de referéncia nao
encontrada. a inferéncia de confianca em relacionamentos
ocultos, ou indiretos, encoraja a exploragdo dos
relacionamentos sociais de forma mais abrangente, pois
estimula as pessoas a conhecerem pessoas desconhecidas e,
como consequéncia, cria novas oportunidades de interacdes.

A expectativa ¢ que T-SWEETS possa contribuir para os
usudrios como estimulo a colaboracdo, isto €, fazer com que
os usuarios explicitem seus conhecimentos no ambiente com
maior frequéncia, oferecendo assim subsidios a descoberta
automatica dos seus conhecimentos. A explicitacdo dos
conhecimentos dos usudrios € premissa necessaria para que
os sistemas de recomendagdo de especialistas (SREs) atuem,
e quanto maior o nivel de conhecimento do usudrio, mais
eficientes podem ser estes sistemas que identificam estas
especialidades. O desenvolvimento de um SRE ¢ um dos
trabalhos futuros que se pretende desenvolver.

Outro trabalho que se pretende desenvolver é analisar o
real impacto que T-SWEETS trouxe ao ambiente. Para isso é
necessario analisar o comportamento dos usuarios do
Konnen em um determinado intervalo de tempo, por
exemplo, proximos 6 meses.

Além deste trabalho, pretende-se, ainda, acrescentar
novos elementos ao algoritmo para identificar quais sdo os
usuarios que ndo possuem um comportamento padrdo no
ambiente, ou seja, os usudrios que realizam avaliagdes tanto
dos contetidos quanto dos usuarios de forma aleatoria, sem
nenhum padrdo — o que pode prejudicar o desempenho do T-
SWEETS.
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